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Abstract. The exponential growth of BGP routing tables and mobility issues 
are two major problems in the Internet today. This paper presents an overview 
of LISP and our initial experiences in joining the LISP+ALT network. We also 
present our goals on using LISP as a testbed for Internet research in mobility, 
scalability, management and security. 

The Internet Architecture Board (IAB) Workshop in October 2006 [MEYER, 
2007] pointed out the need to deal with current and future problems related to 
routing scalability and addressing for the Internet. Besides the exhaustion of 
IPv4 addresses, a major problem is the exponential growth of BGP routing 
tables due to network configuration and practices such as site multihoming 
and traffic engeneering. Mobility is a leading issue as well, which requires 
low latency and needs to scale. Therefore, the way the Internet works today 
does not provide an adequate solution for mobile users and scalable routing. 

BGP is the core routing protocol of the Internet. It manages a table of IP 
networks (prefixes) which defines how autonomous systems are connected in 
order to perform routing decisions. The lack of prefix aggregation is causing 
BGP tables to grow continuously. Several researchers and practitioners 
believe that this may dangerously affect the operation of the Internet in the 
near future. It is important to state that IPv6 does not solve the problem, since 
it is based on the same routing infrastructure as IPv4. Therefore, the problem 
will not simply go away with IPv6. 

It is common knowledge nowadays that the source of these problems is mainly 
due to the fact that IP addresses are both used for location and identification. 
This so called “IP address overloading” lessens mobility and imposes several 
complications to the routing infrastructure. Hence, there is an emergent need 
to decouple identification and location in order to provide flexibility and 
mobility for Internet users and administrators. 

LISP [MEY 2008] [FARINACCI,2010] is one such a solution which splits the 
addressing scheme into two namespaces: identifiers and locators. LISP 
basically inserts one level of indirection at the network stack to perform 
packet encapsulation and transparent routing. LISP employs a dynamic 
encapsulation scheme in which outside addresses refer to locators and inside 
addresses refer to user`s IDs. As such, LISP packets are transparently routed 
in the Internet and it requires a few changes in software and no specific 
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configuration at network hosts. Furthermore, LISP does not require huge 
modifications to the network infrastructure and it is interoperable with IPv4 
and IPv6. 

In Latin America, the number of announced IP prefixes is twice as big as the 
rest of the world [YANNUZZI,2009]. At the end of 2009, we conducted a study 
to verify the benefits of using LISP. This work showed a potential reduction up 
to 89% of the BGP routing table, mainly due to prefix aggregation. 
Afterwards, we contacted Lisp Working Group and joined the LISP+ALT 
network [FULLER,2009] at the beginning of 2010. To the best of our 
knowledge, there are only two institutions (UFBA in Brazil and LACNIC in 
Uruguay) in the LISP+ALT network in Latin America. We hope that other 
institutions get motivated to join this network as well. Finally, our main goal is 
to use the LISP+ALT network as a testbed to perform studies on the analysis 
of LISP implementations, internet scalability, mobility and security. 
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